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**Introduction**

Nowadays, social bots have been widely used on the internet. Social bots can perform spamming, such as constant messaging account on twitch (streaming site); Social bots can make an account famous, such as tons of bot followers on Twitter; Social bots can also mislead public opinion, such as adding many likes/dislikes on Youtube. Social bot exists because they are fairly easy to be controlled by a program, thus giving a lot of problem on the internet.

Fortunately, because those social bot accounts are created and managed by computer program, they tend to have non-human account behaviors. In this paper, we are going to explore how to identify social bot on Twitter by using Machine Learning Algorithms.

**Motivation**

Most of the social bots are existing on the web silently. Very few people know their existence. Our team want to find out how powerful those social bots can be. For example, if we run a program to check Donald Trump’s twitter, we find many bot followers retweeting his post, that can be very interesting and meaningful.

Also we want to apply the knowledge we just learned in class. Using while learning can provide the best understanding. Twitter.com provide very rich API for data harvesting people like us. With such organized data, we can easily run Machine Learning Algorithms to train our Classifier.
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**Data**

* Bot accounts

We purchased 1000 USA followers online for our Twitter account @Mikupa55. The followers of this account are our training set for bot users.
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* Non-Bot accounts

Those accounts are harvested on Twitter.com manually. We have verified those account’s activity, they all look like active human user.
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**Algorithms**

As Instructed in class, we firstly take Naive Bayes Classifier and Decision Tree Classifier into consideration. What’s more, support vector machines and basic regression model (Logistic Regression) will also be used.